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1. Privacy Notice for Auditdata A/S. 

1.1 Data Protection and Privacy Policy Statement 

"Auditdata is committed to comply with all national law as well as the relevant laws of 

the countries in which it operates. Beside protection of customer information 

concerning our mutual agreement and any customer’s confidential business 

information we learn about, it is of upmost importance that information on private 

individuals and their health information is dealt with as highly confidential information. 

There must exist procedures on how information including privacy related information 

– such as health information – shall be handled, kept, send and destroyed. In all cases 

such information must be dealt with upmost care. ll relevant staff will be provided with 

training to ensure that they understand the policy and the procedures it has put into 

place to implement the policy. Disciplinary process may be invoked in circumstances 

where this policy is disregarded, whether or not it results in severe circumstances." 

 

2. INTRODUCTION 

At Auditdata A/S, we respect and protect the privacy of our users, and we are 

dedicated to be as transparent as possible regarding the use of your personal data. 

This Privacy Notice explains how we collect and use your personal data. In this Privacy 

Notice, "we", "us" and "our" means Auditdata A/S. 

We may change this Privacy Notice from time to time, so please check back when you 

use our services to make sure that you have seen the most recent version. 

2.1 WHO WE ARE 

This website is owned and operated by Auditdata, and Auditdata is the data controller 

of the personal data collected through the website and other means. If you have any 

questions about this Privacy Notice, or you would like to exercise your rights, you can 

contact us by using the contact points below. 

Auditdata A/S 

E-mail: info@auditdata.com 

Phone: 

US: +1 (610) 768 9300 

CA: +1 888 662 3881 

AU: +61 7 3497 3073 

UK: +44 (0) 333 444 4212 

DK +45 70 20 31 24 

NL +31 76 5012336 
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Address 

Wildersgade 10B 

1408, Copenhagen 

Denmark 

2.2 PERSONAL DATA WE COLLECT AND USE 

We collect your personal data: 

• When you make enquiries or book an appointment through our website form, 

take our online hearing test, purchase products from us through our website, 

register for an account on our website, request marketing material or sign up to 

receive our newsletter. 

• When you visit our website and cookies are placed on your computer. Please see 

our cookie policy for further information. 

• When you email, call us or write to us, visit our branches or provide us with 

information in any other way, including by interacting with us via social media 

such as Facebook and Twitter. 

• When a relative or friend gives us information about you during discussions 

about this person’s hearing, or where an individual has indicated that he or she 

would like you to accompany them to a hearing assessment, hearing aid fitting 

or service appointment. 

We process the following types of personal data: 

• Your name, title, postal address, telephone number and email address, and, if 

you make a purchase with us, credit or debit card details. 

• Information about your use of our call centres and your branch visits. 

• Information you provide to us during communications you have with us, whether 

by email, post, telephone, in person or through our website, for example 

comments or queries about the products and services we provide. 

• If you register for a hearing test with us, give us information about your hearing 

or purchase one of our hearing aids you may give us sensitive information about 

your health. This could include for example whether you currently use a hearing 

aid and if so what type of hearing aid, information about your hearing condition 

and where appropriate your family history. We will only collect and use sensitive 

information about your health with your explicit consent. 

We will do our best to ensure that the personal data, we process about you is correct. 

We will also make sure to update your personal data continuously. As our services 

depend on your correct and updated personal data, we kindly ask you to inform us, if 

there are any relevant changes regarding your personal data. You may use our contact 

information above to notify us of any changes. 

2.3 WHY DO WE COLLECT AND USE YOUR PERSONAL DATA AND WHAT IS OUR 
LEGAL BASIS FOR DOING SO 

We use your personal data for the following purposes: 
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• To process and respond to requests, enquiries and complaints received from 

you, in accordance with our legitimate interest to provide our customers with a 

responsive service. 

• To provide services and products requested and/or purchased by you and to 

communicate with you about such services and/or products. We do this as 

necessary in order to carry out a contract with you and in accordance with our 

legitimate interest to operate a business, which offers products and services 

related to hearing health care. 

• To update our records and for audit purposes, in accordance with our legitimate 

interest to do so and/or when required by legislation. 

• To prevent or detect fraud and to establish, exercise or in defence of legal 

claims, in accordance with our legitimate interest to do so. 

• Where legally required or where it is in our legitimate interests to do so, to 

comply with requests from law enforcement and regulatory authorities. 

• To analyse trends and profiles, for our legitimate interest to aim to enhance, 

modify, personalise and improve our services and communications for the 

benefit of our customers. 

• To carry out customer satisfaction research, for our legitimate interest to aim to 

enhance, modify, personalise and improve our services and communications for 

the benefit of our customers. 

• To recommend products and services we think you will be interested in. We do 

this in accordance with our legitimate interest to carry out direct marketing to 

our customers and, where we use your health data or electronic methods such 

as email, only with your explicit consent. 

2.4 HOW WE SHARE YOUR PERSONAL DATA 

We will not rent, sell or otherwise share or disclose your personal data, except as 

described herein or otherwise stated at the time the data is collected. 

We may share your contact information and request details with an authorised local 

partner to ensure appropriate follow-up, in order to deliver, enhance and develop our 

products and services. 

We may share your personal data with local Auditdata representatives in order to 

deliver products and services in your area.  

We may share your personal data with our service providers for tasks such as: 

• assisting us with administering or troubleshooting our website; 

• assisting us with the supply or design of our products or with our business 

administration; 

• assisting us with our marketing campaigns; 

• operating our call centres; or 

• providing us with electronic or physical storage services or systems. 

We will only share your information in these circumstances, if it is necessary in order 

for our service providers to perform the service for us. These service providers are not 
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authorised to keep or use your personal data for any other purposes, and they will 

always be under an obligation to keep your personal data safe and confidential. 

We may disclose your personal data to selected third parties such as law enforcement 

agencies, regulatory authorities and our professional advisors if we are under a duty to 

do so in order to comply with any legal obligation, or if it is in our legitimate interests, 

or in order to enforce or apply our website Terms of Use or other related contracts with 

you or your company. 

Australian Leads: 

If you are located in Australia and request a demo or other product information, we 

may share your contact information and request details with an authorised local 

partner to ensure appropriate follow-up and service delivery. This is done solely for the 

purpose of fulfilling your request and in accordance with applicable data protection 

laws, including the Australian Privacy Principles (APPs) and the GDPR where 

applicable. 

2.5 TRANSFER OF DATA TO THIRD COUNTRIES 

In order to deliver our products and services to you, we may share your personal data 

with an authorised local partner located outside the EU/EEA. 

If we process your personal data outside the EU/EEA, we will implement appropriate 

technical and organizational measures in such a manner that processing will meet the 

requirements of the relevant Data Protection laws including ensuring the protection of 

the rights of the data subject. The transfer of personal data is based on the EU 

Commission’s standard contractual clauses, which the EU Commission finds provide 

adequate guarantees for the protection of privacy, basic rights and liberties, as well as 

for exercising the associated rights. 

2.6 HOW LONG DO WE KEEP YOUR PERSONAL DATA 

We will keep your personal data for as long as we need to for legitimate legal or 

business reasons, including to comply with any regulatory obligations. We will delete 

your personal data, when it is no longer required in relation to the purpose for our 

collection, processing and storage of your personal data. We will store personal data 

that we are obliged to keep in accordance with the law. 

If you would like more detailed information about our retention policy, please contact 

us by using the contact points above. 

2.7 SECURITY 

We have put in place appropriate technical and organizational measures to protect 

your personal data against unintended loss or amendment, against unauthorized 

disclosure and against unauthorized persons accessing your personal data. 
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Should a breach of security occur, we will inform you as soon as possible, if the breach 

may result in high risk to your rights e.g. theft of ID, discrimination of you, loss of 

reputation or other significant inconvenience. 

2.8 YOUR PRIVACY RIGHTS 

You have the right, at any time, to request information about the personal data we are 

processing about you, where the data is collected from, and what we are using it for. 

You also have the right to know how long we will keep your personal data and who we 

share your data with. If you request so, we can give you details (and a copy) of the 

personal data we hold about you. Your access can be restricted to ensure other 

people’s privacy protection, trade secrets and intellectual property rights. You may 

also have the right to data portability. If you think the personal data we are processing 

about you is inaccurate or incomplete, you have the right to request correction. Please 

contact us and let us know how to rectify your information. 

In some instances, we are obliged to delete your personal data. This might be the case 

if you withdraw your consent. If you believe that your personal data is no longer 

necessary in accordance to the purpose for which we collected them, you are entitled 

to request their deletion. You can also contact us if you believe that your personal data 

is being processed contrary to applicable law or other legal obligations. 

We will investigate if the conditions are fulfilled, when you make a request of having 

your personal data rectified or erased. If so, we will carry out the amendments or 

deletion as soon as possible. 

You have the right to object to our processing of your personal data. You can also 

object to our use of your personal data for marketing purposes. You can contact us at 

the contact points outlined at the top of the Privacy Notice if you want to submit an 

objection. If your objection is justified we will ensure the termination of the processing 

of your personal data. 

2.9 MINORS 

We do not knowingly collect personal information from minors. You must be 18 years 

or older to use our website. If you are not 18 years or older, you must leave our site 

immediately. 

2.10 FOR CALIFORNIA RESIDENTS 

In addition and/or in accordance with the rest of our Privacy Policy, you have a right to 

know and request information regarding the categories of personal information and 

actual personal information we collect or sell, as well as what categories of personal 

information and actual personal information we share with or sell to third parties and 

categories of third parties. You also have the right to request the categories of sources 

from which the personal information is collected, as well as the business or 

commercial purpose for collecting or selling personal information. You have the right 

to edit this information or request its deletion. To submit an information request, you 

can e-mail us at compliance@auditdata.com or call us at +1 (610) 768 9300. We have 

mailto:compliance@auditdata.com
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the right to verify the identity of a user before providing information related to that 

user’s request. Information requests may take up to 45 days to process; we reserve the 

right to extend this period by an additional 45 days when reasonably necessary. If we 

extend processing your request, we will notify you within 45 days from your initial 

request. 

Additionally, you have the right to opt out of having your personal information sold to 

third parties. You may opt out by clicking the pop-up button in the bottom left of the 

website 

You have the right not to be discriminated against for exercising your rights regarding 

your personal information. 

You do not need to create an account to opt out of the sale of your information. 

Pursuant to the Attorney General’s regulations, a consumer may authorize another 

person solely to opt out of the sale of the consumer’s personal information on the 

consumer’s behalf. 

For purposes of this section, “personal information” means, but is not limited to: 

“information that identifies, relates to, describes, is reasonably capable of being 

associated with, or could reasonably be linked, directly or indirectly, with a particular 

consumer or household. Personal information includes, but is not limited to, the 

following if it identifies, relates to, describes, is reasonably capable of being associated 

with, or could be reasonably linked, directly or indirectly, with a particular consumer or 

household”. 

2.11 RIGHT TO LODGE A COMPLAINT 

If you have a concern in relation to how we use your data, please let us know, and we 

will reply to your queries and if necessary, take steps to ensure our practices are 

consistent with our obligations. If you are still not satisfied with the way we use your 

data, you have the right to lodge a complaint with the relevant national data protection 

authority. 

2.12 THIRD PARTY WEBSITES 

This website may contain links to websites of other companies and organizations. This 

Privacy Notice does not apply to such third-party sites, and we suggest that you 

contact those third-party sites directly for information on their data collection and 

distribution policies. 

2.13 CHANGES TO THE PRIVACY NOTICE 

We may update this notice from time to time by publishing a new version on our 

website. Where relevant, possible and appropriate, you will be notified by email. 
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2.14 REPORTING A DATA BREACH 

If you notice a data breach on the website, you can report it to 

compliance@auditdata.com 

2.15 COOKIE POLICY 

2.15.1 What is a cookie? 

A cookie is a small datafile that is saved on your computer, tablet or mobile phone. A 

cookie is not a program that can contain harmful programs or viruses. 

2.15.2 How/why the homepage uses cookies 

Cookies are necessary for the homepage to function. Cookies help us get an overview of 

your visit to the homepage so that we can continually optimise and adjust the 

homepage to your requirements and interests. For example, cookies remember what 

you might have added to a shopping cart, if you have previously visited the page, if you 

are logged in and what languages and currency you want displayed on the homepage. 

We also use cookies to target our ads to you on other homepages. On a very general 

level, cookies are used as part of our services in order to show content that is as 

relevant as possible to you. 

2.15.3 How long are cookies saved? 

How long cookies are saved on your device can vary. The time when they are scheduled 

to expire is calculated from the last date you visited the homepage. When cookies 

expire, they are automatically deleted. You can view a complete list of cookies below. 

2.15.4 This is how you can reject or delete your cookies 

You can always reject cookies on your computer, tablet or phone by changing your 

browser settings. Where these settings can be found depends on the type of browser 

you are using. If you do change the settings, please be aware that there will be some 

functions and services that you cannot use because they rely on the homepage being 

able to remember the choices you have made. 

You can choose to not receive cookies from Google Analytics. 

2.15.5 Deleting cookies 

You can delete cookies that you have previously accepted. If you are using a PC with a 

recent version of a browser, you can delete your cookies by using these shortcut keys: 

CTRL + SHIFT + Delete. 

• If the shortcut keys do not work and/or you are using an Apple computer, you 

must find out what browser you are using and delete your cookies. 

Remember: If you are using several different browsers, you must delete the cookies in 

all of them. 

mailto:compliance@auditdata.com
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